DollarBank:

Instructions to Enable Third-Party
Cookies on Browsers

1. Enablethird-party cookiesin Chrome

1.1. Onyour computer, open Google Chrome.

1.2. Fromthe top right, select the three vertical dots and then Settings (Fig.1).
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1.3. Thiswillopen a web page, Settings. On the left-hand navigation bar, click on
Privacy and security (Fig. 2).
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1.4. Inthe Privacy and Security menu select Cookies and other site data (Fig. 3).
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1.5. Onthe Cookies and other site data page, select the radio button Allow all
cookies (Fig. 4).
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1.6.
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Enablethird-party cookies in Firefox

2.1.  Onyour computer, open Firefox.
2.2. Click the menu button = and select Settings.
2.3.  Onthe left side menu select the Privacy & Security panel (Fig. 5).
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2.4.  Under Enhanced Tracking Protection, select the Custom radio button

(Fig. 6).

Close the settings tab and the updated settings will be saved automatically.


https://support.mozilla.org/en-US/kb/enhanced-tracking-protection-firefox-desktop
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2.5. Check Cookies and use the drop-down menu to select the types of
cookies you wish to block.

Cross-site tracking cookies — includes social media cookies is the
default setting. Leave this option on to allow third party cookies.

2.6. Close the about: preferences page. Any changes you've made will
automatically be saved.



3. Enablethird-party pookiesin IE

3.1. Onyour computer, open IE.

3.2. In Internet Explorer, on top right side menu bar, select Tools £oS (Fig.
7).
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3.3. Under Tools menu click Internet Options. In the Internet Options
window navigate to Privacy tab and then click Advanced (Fig. 8).
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3.4. In Advanced Privacy Settings select the Accept radio button for both
First-party Cookies and Third-party Cookies and click OK (Fig. 9.)
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3.5. Click OK again in the Internet Options window to save the settings.

4. Enablethird-party cookiesin Edge

4.1. Onyour computer, open Edge.

4.2.  From the top right corner, select the three horizontal dots “*° and
then click Settings.

4.3. In the Settings window click Cookies and site permissions tab (Fig.
10.)

Settings
Q

Profiles

Privacy, search, and services
Appearance

On startup

New tab page

B OBCOHD

Share, copy and paste

Cookies and site permissions I

E8 Default browser

&

¥ Downloads

& Family safety
A Languages
Printers

System

Phone and other devices

=)
Q
O Reset settings
0
Q

About Microsoft Edge

Figure 10

4.4. Under Cookies and data stored click Manage and delete cookies
and site data option (Fig. 11.)
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4.5. Under Cookies and site data make sure the Block third-party cookies toggle
button is turned off.

4.6. Close the Settings tab and changes will be saved automatically.
5. Enablethird-party cookies in Safari
5.1. Onyour Mac, go to Safari > Preferences > Privacy.

5.2.  Under the Privacy tab make sure the Block all cookies check box is
unchecked (Fig. 12.)
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5.3. Close and refresh the browser to save the changes.



